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	   INTRODUCTION


Once again it is time for a new edition of the Product Manager, Automated Logistics and Integrated Systems (PM ALIS) Update, which will provide valuable information on most of the current Standard Army Management Information Systems (STAMIS).  It is requested that this newsletter be disseminated to all levels of STAMIS operations.

	SECURITY 


ULLS-G IAVA 2004-A-0006 Fix – HOT Interim Solution  

Background:  PM ALIS has identified an issue that occurs when applying the Microsoft provided patch needed to remove vulnerabilities associated with IAVA 2004-A-0006. The security patch identified as KB835732 causes the Unit Level Logistics System-Ground (ULLS-G) systems to experience problems. The ULLS-G application utilizes a Virtual DOS Machine (VDM) to perform its functions. When the KB835732 patch is applied, the Windows environment initializes normally. However, the ULLS-G application becomes inoperable. An extension request was submitted to the ACERT to permit continued operations of ULLS-G systems.  

Mitigation Strategy:  A method of applying the recommended patch has been discovered.  However it requires an additional procedure to be performed in conjunction with the KB835732 patch to permit ULLS-G VDM operation.  The steps have been tested and should be applied to all ULLS-G systems ASAP.  BEFORE STARTING THIS PROCEDURE ENSURE THAT YOU HAVE A COPY OF KB835732 THAT YOU CAN INSTALL. THE PATCH CAN BE DOWNLOADED @ http://www.microsoft.com/downloads. IF YOU ARE UNABLE TO DOWNLOAD THE PATCH, PLEASE CONTACT YOUR LOCAL DOIM. READ ALL INSTRUCTIONS AND USE THE PROCEDURE STATED BELOW.
1.
After booting your computer and before you start the ULLS-G application, please follow the steps below. 

2.
Place your cursor on MY COMPUTER icon and double click with the left mouse button (you should see a box appear on the desktop with MY COMPUTER at the top left side). 

3.
Place your cursor on your LOCAL DISK (C:) and double click with the left mouse button (you should see a box with LOCAL DISK (C:) at the top left side) 

4.
Place cursor on the WINNT folder and double click with the left mouse button (should see a box with WINNT on top left side). 

5.
Inside the WINNT folder you may have to click with the left mouse button at the SHOW FILES in the box.

6.  Cursor down to the SYSTEM32 folder and double click with the left mouse button (should see a box with SYSTEM32 at the top left side).

7.  Cursor down until you see NTOSKRNL.EXE and using the right cursor button on the mouse use the copy command and copy this file.  Place cursor outside of the box at the DESKTOP and using the right cursor button on the mouse click and paste this file to the DESKTOP.  This file should show up on the screen (DESKTOP) in front of you.

8.  Place the cursor at the Close widow X in top right of the box and the box should close.

9.  Install the KB835732 patch and the system will prompt you to reboot or will automatically reboot.

10. After system reboots, copy the NTOSKRNL.EXE back to the C:\WINNIT\SYSTEM32 directory using steps 2 through 6 above.  After complete step 6 then place cursor on the desktop file NTOSKRNL.EXE and using the mouse right click and copy the desktop file back to the system 32 directory.

11.  Close the SYSTEM32 box by clicking on the X at the top right side of the box.

12.  Reboot the computer and ULLS-G should operate normally.

13.  After ULLS-G operates normally, place cursor on the DESKTOP file NTOSKRNL.EXE and using the right click button of the mouse delete this file. 

CAUTION: Do not allow any automated patch management system (including Microsoft Automated Update) be applied after you made this fix as it will negate this interim fix and cause you to have to apply the manual fix again. Commands may need to coordination with their DOIMs/Signal Groups to identify ULLS-G machines and remove them from automated update scenarios. 

The PM ALIS has requested the ACERT/ANOSC to work with Microsoft to come with a permanent solution. 
If you have questions call or email SEC-L Customer Assistance Office at DSN: 687-1051, Com: (804) 734-1051, cao@SDCL.LEE.ARMY.MIL
AR 25-2 Information Assurance

The new Information Assurance regulation AR 25-2 (formerly AR 25-IA) which replaces AR 380-19 was published 14 Nov 03.  AR 25-2, Information Assurance is published and available on the Army Publishing Directorate's (APD) website.  The APD website (http://www.apd.army.mil) is the official website for Army Regulation 25-2. In the event that the APD website is unavailable, you may access Army electronic publications from either the AKO portal (https://akocornm.us.army.mil/usapa  or the Army Home Page (http://www.army.mil/usapa).

   

One major change is that this regulation is punitive in nature. Offensive or selective paragraphs of this regulation may be punishable as violations of a lawful general order under Article 92 of the Uniform Code of Military Justice (UCMJ) or under other disciplinary, administrative, or contractual actions as applicable.

 

The new AR specifies a new requirement for a strong 10 character case-sensitive password, which is to be changed no less frequently than every 90 days. 
Generate passwords as follows—

(1)  The minimum requirement is a 10-character case-sensitive password.  Passwords or phrases longer than 10 characters are recommended when supported by the IS.  Password expiration will be not more than 150 days.

(2)  The password will be a mix of uppercase letters, lowercase letters, numbers, and special characters, including at least two each of the four types of characters (for example, x$TloTBn2!) and can be user generated.

(3)  Enforce password policy through implementation or enhancement of native security mechanisms.

(4)  Passwords will not include such references as social security numbers (SSNs), birthdays, USERIDs, names, slang, military acronyms, call signs, dictionary words, consecutive or repetitive characters, system identification, or names; nor will they be easy to guess (for example, mypassword, abcde12345).

(5)  Password history configurations will prevent reutilization of the last 10 passwords when technically possible.

Information Assurance Security Officers (IASO), System Administrators (SA), and Combat Service Support Automation Office (CSSAMO) personnel are to enforce these procedures to the best of their ability and within the current limitations of the PM ALIS systems. 

	TIPS


Antivirus Live Updates:

The following Antivirus links are informational only.  Both ACERT and DoDCert have provided Live Update servers for automatic antivirus definition updates.  This functionality could be useful to STAMIS administrators of Windows platforms who would like to relieve themselves of the constant necessity for manually updating their machines with the latest antivirus definitions.  Admins might consider using the ACERT site as primary update server with the DoDCERT site as a backup.  The provided LUA software allows one to manage several clients easily.  Antivirus software is already part of your STAMIS baseline and keeping it up to date is required by regulation.  The following links are provided to assist admins/IASOs in determining and implementing the best solution for their location:

https://www.acert.1stiocmd.army.mil/Antivirus/updates.htm#symantec
	Symantec Definition Updates 
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To utilize the Symantec LiveUpdate point to: 

  

  

  

ftp://ftp2.acert.1stiocmd.army.mil/pub/Antivirus/Norton/defupdates/LUA




	McAfee DAT Updates
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To utilize the McAfee Autoupdater point to: 

  

  

  

ftp://ftp2.acert.1stiocmd.army.mil/pub/Antivirus/Mcafee/signatures/CommonUpdater 
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http://www.cert.mil/antivirus/antivirus_index.htm
	LiveUpdate

	Program
	Filename
	Release Date

	LiveUpdate Admin Utility 1.5.3.21
	Luau.exe
	12.19.01

	LiveUpdate Admin Guide
	Luadmin.pdf
	10.10.02

	LiveUpdate 2.0
	Lusetup2.0.exe
	01.06.03

	LiveUpdate Admin Host 2.0 for Macintosh
	Luadmin2.0.sit.hqx
	09.16.02

	LiveUpdate Admin Host Guide
	Luamu.pdf
	09.16.02

	DOD-CERT LiveUpdate Host File
	DoD-CERT_Host.exe
	10.10.02

	DOD-CERT LiveUpdate Host File Instructions
	Readme
	06.08.00


	   General Information


Software Distribution

With the large number of deploying units for the AOR, many STAMIS users have asked “how do I get STAMIS Software Change Packages (SCP) when the unit is in the theater of operations”?  There are a number of ways to obtain software packages for deployed users:

(1) Not knowing who is deployed at any given time, the PM still sends software changes to all users at their home stations.  This assumes rear detachments know the whereabouts of the addressees and can forward any package.

(2) PM ALIS sends a large number of software change packages to the Combined Forces Land Component Command (CFLCC) Automation Logistics Assistance Teams (ALAT), both at Camp Arifjan, Kuwait at DSN 318-825-1660/61 and to ALAT II in Baghdad DSN 318-829-1017. 

(3) The third method for obtaining software is to request access to the CFLCC CSSAMO Tool Website.  Access is granted to deployed units in CFLCC by the aforementioned Logistics Automation Office.  PM ALIS provides a CFLCC contractor with a copy of all software packages which are placed on the web for downloading by all who have access.

(4) Every STAMIS LAR is sent software separately and deployed LARs could be a source of software support for deployed users.

Hopefully, one of these methods will fit your situation.

PM LIS Webpage Access
 

The PM LIS web site is back on line.  This is the web site that was previously used which has more content, manuals, PM ALIS Newsletters, etc.  

 

To get to the web site, log onto the public PM LIS Site URL http://www.pmlis.lee.army.mil/.  On the left hand side you will see the heading “PM LIS” with several links under it. Double click on the “Log in for Systems” link, this has changed.  If a Security Alert screen appears asking “Do you want to proceed?”, click “Yes”.  Next a screen will appear requesting a “User Name” and “Password”.  Enter your Army Knowledge Online (AKO) user identification and password.  This action will bring you to the private PM LIS web site.  You must use your AKO logon to access the site. 

 

Please bear with us as we update the web site content.

CFLCC ALAT Support 

An Automation Logistics Assistance Team (ALAT) has been established to augment the Combined Forces Land Component Command-G4 Logistics Automation Office.  The ALAT mission provides logistics STAMIS support by: operating a help desk forward to identify trends and to rapidly address theater STAMIS automation problems; assisting in the fielding of logistics automation systems, and providing over the shoulder training support to numerous organizations. DSN: 318-825-1660/1661.

 Mailing address: 
ALAT I




CFLCC C4 (TSCC)




APO AE 093666 




DSN: 318-825-1660/1661

A second ALAT Team has been established at Balad Airbase, Iraq to reduce travel time and equipment down time.  The ALAT II Team is co-located at:




HQ, 13th COSCOM




ATTN: CPT Cobb




ALAT Balad Airbase, Iraq 09372-1684

DSN: 318-829-1017/1117.

Customer Assistance Calls (CAO) 

The Software Engineering Center-Lee CAO services all Army STAMIS (except PBUSE, MTS, ILAP and JLWI).  It is important for the user to use this service correctly.  The CAO is the entry point to obtain solutions to all problems and questions the field may have.  Any question should go through the proper channels by first calling DSN 687-1051 or commercial 804-734-1051.  Calling or e-mailing an analyst or technician directly with questions is counterproductive to the tight schedules at the CAO and becomes impossible to manage.  For the benefit of all users, please follow the above procedure and just call CAO first.

SECTION 1 SUPPLY SYSTEMS

SARSS

	NEWS


NEW SARSS SERVER
We have contracted for a new SARSS-1 server.  PO SARSS has upgraded the operating system to Solaris 8.0 and will provide a flat screen monitor with every server and has obtained a 5 five year onsite service warranty. This server is a Pentium 4 processor 2.80 GHz CPU model MPC ClientPro 545G  with the replacement of NIC and Video cards because of the UNIS Operating systems.  
When the new server is fielded MPC will announce that every SARSS Administrator and CSSAMO can have the ability to make his/her office a “MPC Certified” repair facility.  There are no classes to take or fees to pay.  MPC calls this program the Self Maintainer program.  Self Maintainer allows qualified individuals a secure website and access to order replacement parts over the web.  If there is a MPC SARSS server with a problem such as a defective hard drive one could then go online and enter the serial number from the back of the CPU, select which part to have replaced and where you want it shipped.  Also, signing up for Self Maintainer doesn’t mean that you do not have access to telephone support or onsite repair technicians.  Every MPC SARSS server comes with a 5 year onsite repair warranty.  If for whatever reason a technician needs to be dispatched simply call MPC technical support and exercise your warranty.  It is important to note that if you order parts off of the web, no technician will be dispatched to install them.  The PO SARSS Fielding team will provide additional information as the new server is fielded.
Fielding of the new server will be initiated in the AOR this summer and will continue until the entire Army is upgraded.

MODEL “ET” PDCDs  

PO SARSS has been replacing all AT, CT and most of the DT model Personal Data Collection Devices (PDCDs) for the newer rebuilt ET model scanners.  ET model PDCD is a 2D barcode capable gun, which will replace most of the linear reading models mentioned above.  Available funding permits SARSS to exchange only four of the five-gun set which is part of the Materiel Release Order Control System (MROCS) BB Transit Case.

If a unit has more than 5 PDCDs the swap quantity will be negotiated but 80%  will be the general rule.  Eventually, SARSS-1 software will process the PDCD functions with 2D barcode and linear capability, permitting continued use of all PDCDs in the linear mode.  When the majority of scanners have been exchanged, 2D barcode software will be added to the baseline.  It is envisioned that there will always be use for a linear barcode PDCD.

PO SARSS has already exchanged most scanners in the Army schoolhouses, Eighth United States Army (EUSA), U.S. Army Pacific (USARPAC), many Installation Management Agency (IMA) sites, and a large portion of Fort Bragg; however, OIF/OEF needed many scanners to activate new SSAs in the Theater, and this has forced us to dip into the pool of reserve stock used to exchange the guns.  For this reason, it is requested that all excess or unused PDCDs be turned in to PO SARSS for refurbishment and reuse.  Rumors abound about the availability of this equipment in the local Defense Reutilization Management Office (DRMO) and unit closets.  Your assistance will be greatly appreciated in returning these PDCDs to the PO.   

Standard Army Retail Supply System (SARSS) Modernization.
DA G4 has ranked the modernization of SARSS as a high priority.  Contracts for RFID hardware and SARSS1 servers were released on 29 March 2004.  The priority of fielding is the AOR and Modular Brigades .  PM LIS has already shipped 50 Lexmark T620N laser printers to CFLCC.  In May 2004, PM LIS will commence the exchange of older scanners with the newer 2D barcode capable Intermec Janus 2020 ET models.  Development of RFID capability into SARSS is anticipated to be completed by June 2004.  SARSS1 operating system (OS) is being updated to Solaris 8.0.  New server is a 2.8 GHz MPC model 545 Client Pro with a five year warranty and a flat screen monitor.  Fielding will include conversion of data to new server, workstation realignment, insertion of 2D chips into thermal transfer printers, equipment review and any required training.  Workstations need to be realigned / redistributed to eliminate 100, 120, and 166 MHz CPU so workstation OS can be upgraded to Windows XP. CSSAMOs and System Administrators will be provided procedures for ordering component parts on line which will reduce hardware downtime.  
SARSS-2AC/B Corp Theater ADP Service Center-II (CTASC-II) ICPs

Software Engineering Directorate - Belvoir (CSED) is currently developing Z45-1C-06 Security ICP.  Projected release date is Apr 04.  CSED is currently developing an ICP for the installation of the new INFORMIX version.  There is no scheduled release date set. 

	TIPS


SARSS-1 AND SARSS-2AD Server Operations
It is recommended that the SARSS-1 and 2AD servers NOT be turned off at the end of the duty day.  Servers should be left operational unless there are compelling reasons not to do so, i.e., weather warnings or power outages.  The SARSS software has maintenance and report generated CRON scripts that are scheduled to execute during non-duty hours.  It is recommended that the server be rebooted daily, but not less than once a week.  

SAAS

	NEWS


Redesignation of System Change Packages

SAAS-MOD system changes packages have been redesignated as follows:

SCP L6F-05-00:  Oracle 9I server relational database management software (RDBMS).

SCP L6F-06-00:  Windows 2000 server and workstation operating systems.

SCP L6F-07-00:  Rebaseline to include Windows 2000 Operating System.  This System Change Package will provide an Interface with the Army Electronic Product Support (AEPS),  which will facilitate processing of A0E/A05 requisitions with exception data;   standardization of transaction format from ASP to MMC to WARS; and number of outstanding issues germane to with application processing.

SCP L6F-08-00:  TAMIS-R and SAAS-MOD Data Sharing Interface, Configured Load Management Module (CLMM), database and application changes to facilitate Logistics Modernization Program (LMP).

System Change Package L6F-05-00    

This package updated Oracle server software on the SAAS-MOD server from 8I to 9I.  This will allow SAAS-MOD to continue to receive software patches from the Oracle vendor that address software problems and security vulnerabilities.  The package was authorized for release O/A 25 Feb 2004 and began distribution to the field in early March 2004.  The Software Version Description (SVD) is attached.
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System Change Package L6F-06-00

This change package will include the Windows 2000 server and workstation operating systems.  Sufficient licenses will be supplied to SAAS-MOD users to cover all systems purchased by PM SAAS.  However, only two copies of the server and workstation media will be shipped to each site.  Also shipped will be an updated System Administrator guide and Security CD for Windows 2000.  Installing the Windows 2000 operating system will mean a complete reload of the SAAS-MOD server and all workstations.  You will need to schedule installation of this package when you have the time and/or expertise available.  You will need to have your SAAS-MOD SCP L6F-04-00, SAAS-MOD Utility and SAAS-MOD SCP L6F-05-00 Oracle 9I CDs available for the installation.  If you cannot find these, call CAO for replacement copies.

An Unattended Install Process (UIP) developed by PEO EIS OMSD will do the actual installation of the Windows 2000 operating system.  When started, this process will extract information such as computer name and IP address from your system and automatically use those values when loading the 2000 operating system.  No input will be required by the user.  Once the operating system installation is complete, you will have to re-create users, reload SAAS-MOD application software and restore database/communication files.  The UIP will load the SAAS-MOD server as a standalone or member server.  The server can then be joined to local domains as required by DOIM or network authorities.

This system change package was Lead Site tested at Ft Lee, VA Ammunition Supply Point (ASP) and at the Joint Munitions Command (JMC) Rock Island, IL.  Anticipated release date is 10 May 04.
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System Change Package L6F-07-00

In addition to serving as the new Windows 2000 baseline, this system change package will include an interface with Army Electronic Product Support (AEPS) for processing of A0E/A05 requisitions with exception data.  Also, the transaction format from ASP to MMC to WARS will be standardized.  Additional ECP-Ss are included addressing a number of outstanding issues with application processing.  A list of the ECP-S is attached.  
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System Change Package L6F-08-00

The package will contain increments of the Configured Load Management and new TAMIS/SAAS-MOD interface requirements.  For the TAMIS/SAAS-MOD interface, the processing of an electronic 581 from TAMIS to SAAS-MOD is being designed for implementation.  For Configured Load Management, a configured load requisitioning capability with the National Level Ammunition Capability (NLAC) is being developed.  Additional functionality for both these requirements is also being analyzed for inclusion in the package.

Radio Frequency Identification (RFID) by 2005
The Department of Defense has issued a Radio Frequency Identification (RFID) policy to improve the management of inventory with hands-off processing.  The new policy will require suppliers to place passive RFID tags on the lowest possible part, box, or pallet packaging by January 2005.  This new requirement will apply to all items except bulk commodities such as sand, gravel and liquids.

SAAS is integrating this RFID technology as part of the Automatic Identification Technology (AIT) currently fielded in SCP 04. RFID technology is an application that consists of a tag (transponder) and a reader (interrogator) and collects information of the tag using radio frequency communications.  This application was developed outside of the SAAS development community and integrated with SCP 04 to meet current requirements.  The fielded version was found to have limitations in meeting newer requirements.  Updates to the RFID applications were completed in January, 2004 and extensive testing of this update was completed in early March, 2004.  A few corrections remain before final testing and release to the field.  Included in the updates is the ability to write a RFID tag with lot and serial number data and read the tag directly from the tag docking station.  Updates to the Business Process Server (BPS) software now have it running as a service and allow it to interface with fixed reader hardware and software.  

Site surveys to install RFID hardware for CONUS installations commenced 29 Sep 03. The installation of the RFID infrastructure will support the In Transit Visibility (ITV) for ammunition containers.

Container Processes
SAAS SCP 04 included a new function for loading, receiving, and shipping containers. Originally developed for container vessel processing, the value of this process for all ammunition supply activities is clear.  When the AIT/RFID capability is used in conjunction with this module, users will find this combination of automation will improve visibility of materiel, improved accuracy over the manual method, and time efficient.

Radio Frequency Identification (RFID) Site Surveys

SAAS-MOD Radio Frequency Identification (RFID) site surveys for CONUS installations are ongoing.  Surveys are on track and there are no show stoppers at this time.  RFID site surveys have been completed for the Ammunition Storage Areas at 

Fort Leonard Wood, MO; Fort Knox, KY; Fort Pickett, VA; Ordnance Munitions and Electronics Maintenance School at Redstone Arsenal, AL, Ft Bliss, TX, Ft Sill, OK, Ft Jackson, SC, Ft Benning, GA and National Training Center, CA.  The next site on the schedule is the Joint Readiness Training Center, Ft Polk, LA which is currently scheduled for 1-4 June 2004.

	TIPS


SAAS-MOD and AKO

SAAS-MOD has established an internal process for evaluating the impact of Information Assurance Vulnerability Alerts (IAVAs) on the software application.  This includes installation of the patch and testing of several predefined application processes.  Once this is completed an email notification is sent to MACOM representatives with instructions for implementation of the patch.  The patches are made available on Army Knowledge Online (AKO) through The Army Portal at www.us.army.mil .  You will have to sign in to Army Knowledge Online (AKO) to access patches.  Those users who are not registered with AKO are encouraged to do so. 
SAAS-MOD System Administrators

The Army Audit Agency (AAA) recently issued their draft report on ammunition accountability in USAREUR.  Two of their three recommendations dealt with SAAS-Mod System Administration.  Specifically, they recommended that System Administrators at the ASP should be certified and appointed on orders. CASCOM has concurred with these recommendations, as has OMEMS.   General consensus is that adequate training is provided in the Warrant Officer Basic and Advanced Course.  In cases wherein the Accountable Officer is not the SA, System Administrator’s Training can be attained Via Computer Based Training.  Affected personnel should seek guidance regarding the methodology for getting training and appointment.
PBUSE

	NEWS


SCP-3.1, SCP3.2, SCP4

Property Book Unit Supply – Enhanced (PBUS-E) has seen continued improvements in system responsiveness by quickly developing communications bandwidth enhancements to ease the bandwidth constraints in the AOR.  SCP 03.2 was released in March 2004, the package included compression of data, elimination of main menu GIFs, replication and syncing over port 443 vs 1521, enhanced backup and recovery features, and SARSS changes with more efficient queries and compatibility.  

The AKO Enterprise production environment was upgraded in March 2004 with the additional of two Sun 6800 servers with more CPUs and memory.  This architecture will include load balanced and clustered databases providing a system with higher availability, reliability and pure performance capability to meet all fielding and transaction volume needs.

SCP 04 has past Phase I testing and is being readied for Phase II testing in April 2004.  This SCP provides enhanced functional performance implementing approximately 165 Help Desk Tickets.  SCP04 roll out is planned for late May 2004.
Property Book Unit Supply Enhanced (PBUSE) Software Change Package (SCP) 04, Software Acceptance Testing (SAT) in the Connected Mode, was successfully conducted at the Project Manager, Logistics Information Systems (PM, LIS), Test and Integration Facility at Fort Hood, Texas, during 9-18 Feb 04.  ALL HELP DESK TICKETS PASSED WITHOUT FAILURE.  SCP 04 consists of 125 Functional and 13 Technical/Security Help Desk tickets with fixes and upgrades in the areas of Federal Financial Management Information Act/Chief Financial Officer (FFMIA/CFO), Digital Video Disk (DVD) system load replacement for multiple Compact Disks (CD), SAMS-I/TDA interface, Component Catalog, Component Hand Receipt, Class III planning table, Class V processing, and IAVA patches and JAVA scripts.

The PBUSE  Training and Fielding team is providing technical support to the Area of Operation (AOR)  as part of the ALAT support in Kuwait/IRAQ with a technical trainer and we’re receiving very positive feedback from deployed soldiers.

SECTION 2 MAINTENANCE SYSTEMS

ULLS-G

	TIPS


AMSS AUTHORIZATION RECORDS:  AWCMX006

MTO&E authorizations are written by LIN; while AMSS authorizations are written by EIC/Weapon EIC combinations and do not always correspond. Substitute/In Lieu Of information is annotated and tracked on a property book but not in AMSS reporting. If the equipment is on hand and is authorized, definitely input the correct authorization record. As noted below the authorization has to be for the unit having the equipment on hand, e.g. if “A” Co is authorized 5 ea M923 Trucks, all of which are maintained on “B” Co database, put the authorization record on “B” Co database. AMSS does not track NMCE (equipment shortage).

Match-up of Authorized and On Hand Quantities in AWAME130.dat output.

Quantity Authorized for XMF records is determined by match-up of the UIC/EIC/WPN_EIC combination in the AWCMX006 Authorization file to the exact same configuration of on hand equipment in the Equipment Data file.

When the authorization record is for a Stand-a-lone item the WPN_EIC field must be left blank.

When the authorization record is for a subsystem of a weapon system, the correct corresponding EIC and WPN_EIC must be filled in. 

When the authorization record is for the prime item of a weapon system the EIC and WPN_EIC must both be filled in and match.

When you have more than one Stock Number on hand of an authorized LIN, write separate authorization records as required, e.g. 5 ea on hand Trk, CGO, 5 ton, M923A1, EIC = BSS and 5 ea on hand Trk, CGO 5 ton M923A2, EIC = BS7 and both are LIN X40794 with a MTOE Auth Qty of 10.  Write a MX006 authorization record for both EICs with an Auth Qty of 5. Note also: That EIC BS7 is not recorded as a SUB/ILO of BSS (or Vice Versa) because they are the same LIN.  Note also that SUB/ILO data is considered only in the 2715 Feeder reports, it is not considered in AMSS reports or AWAME130.dat output.

When you have a MTOE Authorized Quantity on hand but some are stand-alone and some are subsystems of a weapon system, write the two applicable authorization records. e. g. the unit is authorized and has on hand 6 ea Trk, CGO, 5 ton, M923A2 EIC = BS7. 4 ea are configured as stand-a-lone and 2 ea are subsystems of tank and pump unit WPN_EIC ZAL.

Write a record EIC = BS7 WPN_EIC blank, Auth 4 ea and write a record EIC = BS7, WPN_EIC = ZAL, Auth 2 ea.

Authorization records are not required for equipment that is not reportable. e.g., the MTOE authorizes 10 ea AN/VRC-46, EIC=GCG; of the 10 radios 2 are stand-alone mounted in a 1 ¼ ton truck M998 and the other 8 radios are subsystems mounted in the weapons system M113A2 Carrier, Personnel, EIC = AEN. Since the VRC-46 is not reportable as a stand-alone but is reportable as a subsystem, only one authorization record is required. EIC = GCG, Weapon EIC = AEN, and Auth and Required quantity of 8.

COMPUTATION OF PERRY AND PIEMC

Ref Para 6-7b, AR 220-1.

PERRY:  Percentage of on-hand equipment Fully Mission Capable

PIEMC:  Percentage Pacing Item on-hand Fully Mission Capable

In accordance with the guidance of G3, DA:
PERRY is computed by subtracting the total NMC time for all reportable equipment records from the total possible time to determine the available time.  The available time is divided by the possible time, multiplied by 100, then rounding to the nearest whole number.

PIEMC is computed by Authorized Line Item Number for ERC P equipment records only.  Total NMC time for only the ERC P records by specific Authorized LIN is subtracted from the total possible time for those records to determine the available time.  The available time is divided by the total possible time, multiplied by 100 and rounded to the nearest whole number.  This process is repeated for each ERC P LIN.  The lowest computed percentage for an ERC P LIN is the PIEMC for that activity.  NOTE:  ERC "P" only.  By Auth LIN only, not an aggregate of all ERC "P" equipment.   No consideration whatsoever of Weapon System/Subsystem configuration is used.   NOTE also:   Authorized LIN includes Substitute/In Lieu Of .

Aggregate FMC is based on lower of PERRY or PIEMC.

Computation of percentages for the AMSS Reports is in accordance with the policy guidance of G4, DA:

No consideration of LIN or ERC is given.  Computations are based solely on the EIC/Weapon EIC configuration of reportable equipment.  Rollup by UIC computes stand-alone and overall system status (subsystems/prime items are combined).  Rollup by EIC computes separate status for unique stand-alone, subsystems, and prime items (no overall system status).

Note:  Policy guidance for 2715 reports is from G3, DA and policy guidance for AMSS reports is from G4, DA.  Computations from AMSS reports are not intended to be comparable to 2715 report computations.

COMPUTING AMSS INOP TIME:  AWCMX402 WORK ORDER FILE
Issues affecting whether or not Inop time is counted on AMSS reports.  First Issue:  If the item on the deadline report has a "1" in the sixth position of the ORGWON that item is not reportable and will not be listed on the AMSS report.  If the ORGWON has a “0” in the sixth position and is not listed, verify that a valid MMDF is loaded and that the MCSR field for the Admin Number record in the Equipment Data File is “Y” or “M”.  If an Admin Number is reportable and deadline reportable ORGWON exists in the Deadline file, Inop time should be reported to AMSS based on corresponding records in the Work Order file.  If Inop time is not being computed, first determine what is the actual condition of the item?  If the item is not actually deadlined, ensure that all applicable records for that item are removed from the Deadline Report (AWCMX501).  All X-faults (AWCMX500) for this item should be closed and all deadlining ORGWON records for the item must be closed in the Work Order File (AWCMX402).   If the item is reportable and deadlined, there should be corresponding records in the Fault File, Deadline File and Work Order File.

In order to count Inop time for an item it must be reportable (MCSR Y or M) and have deadlining ORGWON record(s) in the MX402.  For any given report period there must be a beginning and ending point from which to compute time.  When an item was NMC during the report period and no Inop time was computed this is usually because there was no beginning point within the report period.  For an item that was deadlined in a previous report period, a rollover record is required to establish a start point in the new report period.  The rollover record will be dated as 1 minute after midnight (00-01-00) on the first day of the new report period, e.g. 20030916.  Rollover records are automatically created by the system for applicable records in the End of Report period process when the Battalion Indicator is set to "N".   If multiple prime item/subsystems of a weapon system are deadlined the rollover records will be incremented in one second intervals, e.g. 00:01:00, 00:01:01, and 00:01:02.

If the EOM Report w/Bn Indicator (N) was not run for this unit, i.e. all reportable Admin Numbers that were deadlined at the end of period do not have a rollover record for the current report period, the end of month report may be run at this time.  In order to prevent the system from deleting records already closed in the current report period, immediately after running EOM process, log-off and go into Viewulls.  Locate on the unit's record in the AWCSX001 DODAAC file and modify this record by changing the AMSS_PR field from "Y" to "N".  Exit Viewulls and log back on system to continue.  

UIC NOT FOUND ON AMSS REPORTS OR

DUPLICATE ORGWONS FOR DIFFERENT ADMIN NUMBERS

The system will display the message “UIC NOT FOUND” during processing of AMSS and 2715 Feeder Reports when Admin Number record in the Equipment Data File/Asset Control and Reporting File has a UIC that has no matching record in the DODAAC file.  This would be normal on a rollup box when the Battalion Indicator is set to (Y)es.  However when the Battalion Indicator is (N)o this message indicates a database error that needs to be corrected.

Also the system will create duplicate ORGWONs when the Admin Number record in the Equipment Data File has a UIC that has no matching record in the DODAAC file.  When the system is unable to find a UIC match it can’t pull the next ORGWON sequence number from the DODAAC parameters and therefore defaults to 00001.  For Example: On one database there were 163 records (156 with UIC of WCW1A0 and 7 with UIC WNBFX2.  All records are for DODAAC W81X55).  The only record in the DODAAC file (W81X55) has a UIC of WNBFX2.  Apparently an attempt was made to change the UIC for the database by using the Parameter Update process.  After the UIC was changed in the DODAAC file additional records were added using the Equipment Add process, resulting in 2 different UICs in the EDF for the DODAAC.  Using the Parameter Update process to change the UIC is obviously not the correct procedure.

The corrective actions for the DODAAC are:  1. Determine the correct UIC for the Unit.  2. U-Trans Out. 3. U-Trans In and ensure that the correct UIC is input when DODAAC and UIC fields are displayed. 

ORGWONs ON DEADLINE DATA FILE/NMC REPORT
For any given Admin Number, there can exist at any point in time only one open NMC (Non-Mission Capable) ORGWON (zero in 6th position of ORGWON if the item is reportable) and one open not reportable/not deadlined ORGWON (number 1 in 6th position of ORGWON).  When the 1st “X” fault for an item is written, the system writes a NAR (Not Available Reason) C record to the Deadline Data file and assigns an ORGWON.  After this if another “X” fault is written, or a NMCS request is processed, or a DS Maint request is tied to an “X” fault, the system must write a new NAR record to the Deadline Data file for each additional deadlining action.   Since an ORGWON already exists in the Deadline File for the Admin Number, the system copies this ORGWON for the new NAR record.  Therefore if an Admin Number has 3 “X” faults and 3 NMCS parts requests against it; the Deadline Data file will have 3 NAR “C” and 3 NAR “1” records for this Admin Number all with the same ORGWON.

Question: The AWCMX501 Deadline Data File (Non-Mission Capable Report) has 2 records for the same admin number.  The NAR Code on one is ( C ) and the other one has a ( M ).  The dates and times are in a different spot also.  Is this normal?  

The MX501 will have a NAR C record corresponding to each open X fault for that Admin No.  There will be a NAR M record when a Support Maintenance Request is open and tied to an X fault.  The NAR C record would have a blank DSU_DTE field and a date in DTE_ORG field, while the NAR M would be vice versa.  The Document Number/Fault Sequence Number field on the NAR M record will match the Document Number/Fault Sequence Number field on the NAR C record to which it is linked.  Otherwise, records for an Admin Number with the same Document Number would indicate a duplicate record.  Duplicated records in the AWCMX501 file are the result of performing the Unit Transfer In process when the unit data already exists in the database or by making multiple attempts to add an X fault when the Sequence Counter in the EDF is not greater than the highest sequence number for the Admin No is the Maintenance Fault file.  In the latter case the system will display the message “Addition of Duplicate Primary Key Attempted”.

BAD DOC NUMBERS AND HUNG NAR 1 RECORDS ON THE NMC REPORT

CAUSED BY CHANGING THE SYSTEM DATE
Scenario: On this database, there are two “hung” NAR 1 records for H8, 2100-1000 and 2100-1001.  NMC/DCR Reconciliation will remove 2100-1000 and leave 2100-1001 because the latter document number still exists on the DCR (even though it is for a different NIIN/PNO and Admin Number).  Ergo use Viewulls to delete the NAR 1 record(s) from the AWCMX501 Deadline Data file. 

The only known way to get duplicate document numbers like this is to:  Logon for the day, process requests, logoff, change system date, logon ULLS with new date, logoff, change the system date back to original date, logon (at this point the system date does not match the logon date in AWCSX001, DODAAC file, therefore the system resets the sequence counter) then process a second group of requests.  If a NMCS request is processed, the system will write the record to the Deadline file.  Because the document number already exists the record is not written to the DCR but no error message is displayed.  If the system attempts to write the duplicate request to the Transaction file and the original request is still therein, the system displays a message “Error Writing AWCST100/AWBOZ911”.   If the original group of documents was already sent to the SSA, no error is shown in the request process and the request record is written to the transaction file.  When the second set of transactions is sent to SOS, the transaction listing will show at least some document numbers that are on the DCR but that are for different NIIN_PNO.  Documents from the second request cycle will only write to the DCR when they are assigned a document number that does not exist on the Active DCR.  When the second set of requests is forwarded to the SSA, expect to receive back cancellation status (suspected duplicate document number).  This results in the original set of requests being closed out on the DCR (NOTE: Status posts by Document Number).  If still required, both sets of requests must be re-submitted.

Also in order to put the PLL file back on track with the DCR, run the PLL/DCR Reconciliation process to match up the D/I and D/O on the PLL file with the DCR.  

SDI PROBLEM: HANDLE ALREADY OPEN OR OTHER ABNORMAL TERMINATION ERROR

Perform a directory listing of all SDI files.  DIR SD*.* /O /P

Delete any 0 byte size SDI file - usually this will be the SDIFFUNC.DAT and SDIFFUNC.IDX files.  E.G.:  DEL SDIFFUNC.* 

Delete the FORMAT.LIN file, if it exists.  DEL FORMAT.LIN

Delete any SDI files with extension of .CAC, if exists.  DEL SD*.CAC

Run Rebuild of SDI files.  From the C:\sage\exe directory, key in [REBUILD] and press <ENTER>.  Highlight SDI.DFL and press <ENTER>.  No password is required for SDI Rebuild; press <ENTER>.  Press <F5> key to tag all relations and press <ENTER>.  Key in [2] to select Reformat and Index option.  Upon completion press <ESC> twice to exit back out to the C:\sage\exe directory.

Reboot the system and then attempt to access SDI.

SDI usually get this problem because the Report Qualifications for a specific Report or the View Join(s) for a user created View result in a situation that is invalid and to which the program cannot respond.   

ADDED: Handle already open error can mean that a particular file is already open or a command to the printer or console already exists.  This is why after SDI has abnormally terminated and you have deleted the problem files created/not deleted/not updated, the system should be rebooted.  Sometimes rebooting is necessary to get into the program in order to determine what has to be fixed, e.g. a Qualification on a report that is impossible for the system to use.

TRANSFER OUT 

Can't read source files generally means that there is a corrupted file on the hard drive that the system is unable to access.  Run Scandisk with surface check on a MS-DOS box.  On Windows 2000 close all programs, and at the Desktop double click on My Computer.  Then select the local disk you want to check, i.e. C:.  On the FILE menu, click on PROPERTIES.  Click the TOOLS tab.  Under ERROR CHECKING, click CHECK NOW.  Under CHECK DISK OPTIONS, select the SCAN FOR AND ATTEMPT RECOVERY OF BAD SECTORS check box.

The next step is to attempt to identify the corrupted file.  Go out to the C:\sage directory, make a save directory and try to copy the data directory to the save directory.  If all files will copy to the save directory, go to the c:\ullstemp directory and delete all files there.  Then attempt to perform U-Trans Out.  If all files will not copy to the save directory, you need to identify which file would not copy.  If this file is not required it may be deleted.  If you are not sure if the file is required, please contact Customer Assistance.  It also may be necessary to open files with Viewulls and attempt to identify and delete corrupted records therein.  Files that are not part of the database files may be deleted from the C:\sage\data directory.

ADMINISTRATIVE DEADLINE

What are the procedures for ordering parts against an "E" status fault (Administrative Deadline)?  ULLS doesn't allow you to and DA Pam 738-750 states that you will not report the equipment on the MCSR unless listed on the NMC column of PMCS tables but will be an Administrative Deadline. So, how do you get parts ordered to remove the Administrative Deadline?

For an Admin Number with an Administrative Deadline (Fault Status E):  When parts are required or evac to DS Maintenance is necessary add Status (/) fault(s) as required and link the parts requests or DS Maint Requests to them.

An "E" status fault shows up on the Non-Mission Capable Report but is not forwarded to SAMS 026 report or computed in AMSS.  The Dispatch process would prompt that the item is deadlined and require the Commanders Authorization, i.e. input of the Commander's password in order to complete the process.

SEND TRANSACTIONS TO SOS VIA DISKETTE

I have a box loaded with 9.xx and the error that is occurring with the user is when she runs the current transactions disks all of the transactions are not showing up on the diskette when she takes it to the SSA.  The printout of the current transactions has all of the transactions but the diskette does not reflect that when processed at the SSA. Could this be a problem with windows or at the SSA? I have rebuilt the files, check view ULLS awcst100 and awcst101, in the awxst100 there are no records listed at all in viewulls, but when in awcst101 all of the records show up. Some days the disks are good with all of the documents other days all data won’t show up. We have also checked the disks. Thanks for all of your help

In the Request for Issue process, the system will either write the request to a transaction file or print a hard copy (Recoverable Item request, High Priority Walk-Through, or Exception Data request).  The hard copy requests must be hand carried to the SSA, as they will not be output in the Send Transactions to SOS process.  If the OSC Indicator is set to (Y)es, A0A transactions will be written to the AWBOZ911 file and held until based on the number of days to retain parameter and then moved to the AWCST100 file.  Otherwise when OSC Indicator is (N)o, requests not printed to hard copy are written to the AWCST100 file.  The transaction listing printed in the Send Transactions to SOS process is an exact listing of every transaction written to the diskette.  The Send Current Transactions process deletes the records in the AWCST101 Previous Transaction file and then moves the records in the AWCST100 Current Transaction file to the AWCST101 file.  One way to make a backup of the Transaction diskette is to run Send Current Transactions and then immediately run Send Previous Transactions to a second diskette.  Retain the second backup diskette until the original diskette has been successfully processed at SARSS.  Note Also:  The AWACE255.dat file written to the diskette is an ASCII text file and may be viewed/printed as desired for verification with the current transaction listing.  I am quite sure that all transactions are on the diskette.  If not all are being processed; it may be because of the date of the A0_ transaction versus an edit in SARSS, i.e. number of days within which a request will be accepted.  This may very well be the problem if the OSC Indicator is set to (Y)es (it should be set to No), if transactions are not sent on a daily basis, or the parameter in SARSS is set too low (I would recommend a minimum of 5 days). 
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SCP05

		SAAS-MOD SCP-07 CONTENTS

		ECP-S		TITLE OF PROBLEM/CHANGE		DESCRIPTION OF PROBLEM/CHANGE

		A155-218		Double Posting of Line(s) on 3151		If there are discrepancies between the 3151 and the original document, the process reposted posted line(s) on confirmation.

		A155-222		3151 Process Allows Different Lots, NSNs and DODICS (Wrap Around)		The 3151 process allows the user to add or change detail lines if the Lot, NSN or DODIC is different.  This should not happen.

		A155-223		User Can Post a Line Without Selecting Serial Numbers		While in the Shipment Process, the System Allows Confirm Posting of TCMD when Serial Numbers Selected for Shipment have not been confirmed

		A155-258		Inventory Adjustment Report (IAR) is not correct when printed.		Loss and Gain not reflected on report as a result of inventory

		A155-265		Item is IDT while being inventoried.		User is allowed to complete an IDT while being inventoried.

		A155-273		No System capability to substitute a requested DODIC via communications.		System does not provide an automated function to the user to substitute an requested DODIC when the request is received via communications.

		A155-321		Stock Selection Substitution		To be able to subsitute a different Ammunition Lot Number

		A155-322		Stock Selection Substitution (Serial Number)		To be able to subsitute a different serial number

		A155-331		Serial Number Adjustment Problem in Inventory		Currently when a user adjusts an item with multiple accounts, he should be able to select which account is to be increased or decreased by an entered quantity until the over/short quantity is equal to zero (0).

		A155-356		0 (zero) Count		User is not notified that the user is confirming a zero count.

		A155-364		COMMO ICON (DAO)		REMOVE EXCESS ICONS

		A155-366		COMMO ICON (ATP)		REMOVE EXCESS ICONS

		A155-370		Field displayed incorrect value for Unit Pack Cube after FEDLOG Update is run.		The Unit Pack Cube has the decimal in the wrong place (tens instead of thousandths).

		A155-379		Program Aborted		When processing ULLs input, the program aborted with a COOLGEN error.

		A155-380		Leaving Serial Numbers Confirmed		When posting documents that are adding assets, post serial numbers as unconfirmed (ie, available for stock selection).

		A155-388		CONTAINER PROCESS		PROCESS IS ABORTING

		A155-392		Ammunition Maintenance Process		Allows updating when serialize ammunition that has been selected for shipment

		A155-393		Adjustment Process Aborts When Adjusting Serial Numbers		PROCESS IS ABORTING

		A155-395		Reports Builder		Report Builder Error ‘REP-1401’

		A155-396		Print Pallet/Package Labels		Bar Code Serial Number for Pallet Label

		A155-399		SAAS-MOD		Integration of Munitions Survivability Software 1

		A155-401		Inventory		Change dollar value of discrepancies IAW AR 735-5, 10 June 2002

		A155-403		Posting balance incorectly		Inventory Adjustment Under $50

		F105-003		ASP--Problems Saving an issue doc		Save an issue doc. -but won't complete the process, ie: print and removal.

		F142-001		Problem with processing a turn in.		User tried to process a turn in and accidentally picked up the residue.

		F145-003		LOCATION SURVEY		CONFIRMATION INDICATOR BEING REMOVED

		F149-004		STARTUP DATABASE		PERMITTED VALUE ERROR

		F153-015		Not able to process Reconciliation		Error “Suspension Restriction Already Exist.

		F153-016		Reconciliation		Not able to delete an NSN when reconciliation build an inspection record at the MMC.

		K379-058		Input of Exception Data using Maintain Requisitions [AEPS]		In SAAS-MMC a user cannot load exception data into the requisition process.

		K379-065		Requisition Follow-up		Under Maintain Requisitions in SAAS-Mod a “follow-up” to a previous requisition can be performed, however, SAAS-Mod will only follow up requisitions by National Stock Number (NSN) this will create an “AT1” transaction to DAAS.

		M039-003		Edit requires a number be enter greater than 100000 as a TAMIS Control Number.		Edit requires a number be enter greater than 100000 as a TAMIS Control Number.

		M039-006		Loss of available record quantity.		After inventories were posted the available quantities went to zero except lots with serial numbers.

		M350-004		AIT Printing		Process aborts with application.

		M350-006		Can not direct stock in condition code N.		Trying to do ammunition directive and the system won't let them put in condition code N.

		M468-065		ASP--PEP/PEM not posting correctly.		User was allowed to conduct a posting error on an asset under inventory.

		N231-004		Truncated Lot Numbers		Lot Number is being truncated to 10 positions on DA Form 444.

		N443-091		COMMUNICATIONS		DAAS REJECTING TRANSACTIONS

		R113-001		System Backup Scheduler		Process Fails

		R204-004		FISCAL YEAR LESS THAN PREVIOUS YEAR		The system generated a wrap-around turn-in from an issue document of FY00.  The unit turned the ammunition in FY02.  When trying to enter the stored qty the system displays the following message "Must contain a value equal to or greater than the previous year." OK

		R204-005		FALSE SITE VIOLATION		STORING INERT ITEM AND GETS A SITE VIOLATION

		R301-010		Inventory		Inventory Problem (Warehouse M30)

		R304-013		MAINTAIN REQUISTIONS		SYSTEM DOES NOT ASSIGN DOCUMENTS NUMBERS

		S113-002		Residue		Issues for Non-Tamis (no entry in Training Event Code, Block 21) does not generate turn-in for residue.

		S142-013		INVENTORY		UNABLE TO ADJUST CIIC “U” ITEM LESS THAN $ 50.00.

		S216-003		Issue DODIC not submitted to TAMIS		Substitute DODIC issued for prime is not reported to TAMIS.

		S627-004		Posting Errror		Not able to reverse serial number issue

		S810-005		Inventory Adjustments with Multiple Account Codes		When there is a discrepancy on a serialized item in two different account codes, the system is unable to make the adjustment correctly

		T401-008		Container Process		Container view is limit to 2000.

		T401-012		Container Maintenance		Update SCL field in Container Maintenance process

		T401-024		Container Process		Transportation Number is being reduced to 7 from 12

		T401-025		Container Process		Receipts processed thru BPS Client are displayed in both normal and container receipt processes

		T401-028		RFID Tag Build		Container ship process does not carry forward the lot quantity to the RFID tag data.

		T409-001		Standardize Transaction Flow From the ASP to WARS		Present transaction flow from the ASP to WARS requires different transactions formats within SAAS and then a different format to WARS.



SEC-LEE: L6F-A155-218
12.  AFFECT ON USER: The quantity involved was applied to the ammunition_lot _ite record twice; however, only after the second posting were outgoing transactions created.  Therefore, the ASP and MMC record balances are not consistent.        
13.  RECOMMENDED SOLUTION/JUSTIFICATION: In the confirmation process, correct the code to disallow a second posting of line(s) which have already posted.

SEC-LEE: L6F-A155-222
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks). Causes the user to have document details to be inaccessible.
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Incorporate the existing edits in the Turn-In process into the 3151 process.

SEC-LEE: L6F-A155-223
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).When this happens the user loses accountability.
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).Correct TCMD logic to validate serial numbers have been confirmed prior to Confirm Posting of the TCMD.

SEC-LEE: L6F-A155-258
11. DESCRIPTION OF PROBLEM/CHANGE: Loss and Gain not reflected on report as a result of inventory. 
12.  AFFECT ON USER: Requires additional documentation to determine what occurred as a result of the inventory.  This additional documentation is not accountable documentation.
13. RECOMMENDED SOLUTION/JUSTIFICATION: All Loss should be reflected first (all fields populated to include extended price loss), followed by all gains (all fields populated to include extended price gain).  If serial numbers are involved they must be printed for gain and loss if the NSN/MPN has changed or other serial numbers are recorded in place of the original serial numbers.  Total Dollars should be populated with the total dollar loss or gain regardless of the fact they offset each other.  These same Total Dollars are computed into the FY gain and loss fields.
15.  REMARKS:  Update 25 July 2003 by Mike Eyler:  Sequence Loss and Gain by Item-ID.  Insure Serial Numbers are not cut off.  Serial numbers are now recorded as either a Loss or Gain; the offset logic has been removed from inventory.Sanjeev has asked about changing the DIC from ‘IAL’ to ‘IAG’ when recording an inventory gain.  Since this transaction is created for the purpose of generating the IAR I do not see any other impact from this change.  Asked him to get with Penny to make the change.

SEC-LEE:  L6F-A155-265
Mike Eyler:  If item is being inventoried than the item should not be available for IDT action.  Also if the item has been selected for IDT or in the processes of being moved using the IDT process, the item should not be available for inventory.

Also,  Inventory needs to error request for inventory if a movement, IDT, is pending to move ammunition in to a item/location under inventory or pending IDT action.  

IDT also needs to insure that the location selected to move the item to is not under inventory.

E-mail from Darla, 14 August 2003:
In SCP04, Stock IDT was changed to discontinue displaying inventoried lots for 
stock selection.  Therefore, STOCKIDT does not require further change.  P3151 
permitted me to add and change a detail for an inventoried lot.  I will correct this 
in SCP05.

SEC-LEE:  L6F-A155-273
EFFECT ON USER: Requires the SAAS-MOD [ASP] user to create a new line with the original line number.
RECOMMENDED SOLUTION: Provide a button marked "Sub".  When a line is open on the work line this 'Sub' is hot.  If the user presses the "Sub" button, the user prompted to enter a replacement/sub DODIC to replace the original requested DODIC.  This capability should be available at the ASP and DAO when processing request for issue received via communications.
REMARKS:  REMARKS:  This problem is limited to training request at the ASP.  DAO would be approving request for prime DODICs in both issue and forecast processing.  - Change processing to accept electronic training request for issue when the DODIC or NSN/MPN requested do not exist on catalog.  In the stock selection process provide a button ‘SUB’ to allow the user to enter a DODIC or NSN/MPN when the original DODIC or NSN/MPN has no assets available for issue.  Insure the stock selection process does not error out when processing a DODIC or NSN/MPN that do not exist on catalog.  Refresh the stock selection process with user entry and allow user to continue processing.

SEC-LEE: L6F-A155-331
11.  DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks).  Currently when a user adjusts an item with multiple accounts, he should be able to select which account is to be increased or decreased by an entered quantity until the over/short quantity is equal to zero (0).  This is not happening if the item is serialized and that item has multiple accounts that are selected for adjustment, and there is more than one serial number to be added.  Additionally multiple ING transactions are created for the MMC and multiple IAL transactions are created for the report.The problem:1.  A serialized item has 2 accounts for the same lot, condition code, but additional serial numbers are being added or all serial numbers are being replaced.2.  The user selects both accounts and specifies the quantity to be added to the current record quantity, press the “Confirm Adjustment” button, and selects “Yes” on the confirmation window.3.  The procedure, process_inventory_adjustment, passes control to the action block, adjust_ammo_lot_record.  The adjust_ammo_lot_record reads each account code in the list box, which has been selected and for each, if it’s serialized, passes control to adjust_serial_numbers. (Cont. in Item 15)
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  Adjusts ammunition into accounts without user approval.
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Somehow the relationship of the account code to a new serial number must be established by the user selecting each counted serial number for the selected account code. It was suggested that a window be displayed with the selected account code (non-enterable field) and a list of any new serial number not yet associated with an account. The user would select those serial numbers to be associated to the account. The number of serial numbers selected must equal the quantity to be adjusted; otherwise, an error message would be displayed. The user would not be allowed to change the account while on this window. The only way a user could change the account designation would be through the Deselect button function that currently resets the quantity.Currently, in process_inventory_adjustment the user selects a line from the Candidate Account List box to be adjusted. The line is moved from the list box to the work line.  The user enters a quantity to be adjusted and presses enter (see Event Action invadj_acct_enter_pb). There is some checking done on the entered  (Cont in Item 15)
14.  DATE (YYMMDD)  020521 NAME AND TITLE OF SUBMITTING AUTHORITY  Mr. Michael E. Eyler, SAAS-Mod Analyst SIGNATURE  signed




15.  REMARKS (If additional space is needed, use separate sheet of paper).  4.  Adjust_serial_numbers action block reads for the current inventory_count_result record and then for all inventory_detail_a records associated to the imported detail record, which includes the account code of the item being adjusted, and all the serial numbers that are currently on record. The module then checks the on record serial number against the inventory_count_serial numbers for the current count. If a match is found, then the serial_matl_itm table is read for the current serial number and the flag is set to spaces. If the inventory_detail_a serial number is not found on the inventory_count_serial table, then the serial_matl_itm table is read for the serial number, the serial number is deleted, and an INL is created for the MMC. 5.  The next step in the process is to read the inventory_count_serial table for any serial number, which did not match those in the inventory_detail_a table for the item being adjusted. Then the serial_matl_itm table is read for this serial number. If not found, a new record is created on the serial_matl_itm, the record and available quantities on the ammunition_lot_ite is increased by 1 and it is associated to the ammunition_lot_ite record. An ING is created for the MMC. 6.  The steps above are repeated for the next account code record selected. Since steps 4 and 5 are repeated, the same logic is done again. A second INL is not created because the existing serial numbers on the inventory_detail_a table have all ready been deleted from the serial_matl_itm and won’t be found on this second or subsequent pass. But the counted serial numbers in the inventory_count_se table do still exist; therefore, these are then added to the record/available quantity and associated to this account code record. A second ING is now created for the MMC and a second IAL for the adjustment report. 7.  This problem continues for each account code, which exists in the lot and was selected for adjustment. Therefore you could come        out with 4 account codes, all of which will have the same record quantity; however, the serial numbers will actually only be associated to the last account code processes. You would also have 4 ING’s going to the MMC and 4 IAL’s for the adjustment report.Continued from Item 13:  quantity to the over/short quantity and setting the record quantity prior to moving the line to the Selected Account List box. Additionally the following needs to be added.1. If the item is serialized, open a dialog box displaying the account code from the selected line as a non-enterable field. Also list the serial numbers from inventory_count_se where the numbers counted are for the selected inventory_detail record and the existing_ind is equal to space. If the existing_ind is not spaces, the serial number currently exists on record and was counted during the count process.   Continued on attached sheet.

SEC-LEE:  L6F-A155-356
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks). User did not intend to confirm a zero count resulting in the user having to conduct another inventory to correct the mistake.         
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Modify the process were by the user is notified that the user is confirming a zero count with the option to confirm or cancel the zero confirmation.

SEC-LEE: L6F-A155-364
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)There are some icons that need to be removed form the Commo menu. SEE ATTACHED SCREEN PRINTS.Also the (Application) icon under the SAAS function needs to be removed. SEE ATTACHED SCREEN PRINTS.ICONS:  DAASCom, Generate CSSCS Output, Generate ILAP Output, SPBSin, WARSCom.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks). User may become confused as to the purpose of the icon..        
12. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks). Remove the icons from the manuals.Mike Eyler:  The Icons are standard for Commo.  The DAO database will not be affected if the user in error clicks on one of these icons.

Mike,
 
Everyone seems to be in agreement with the chart below.
 
Donna
 
-----Original Message-----
From: Broadway-Contractor, Donna J 
Sent: Wednesday, June 18, 2003 9:23 AM
To: Foster-Contractor, Marshall D; Gibson-Contractor, Jim; Hilton-Contractor, Eugene; McDonald-Contractor, John
Cc: Eyler, Michael E CECOM SEC-LEE
Subject: Commo Icons


Mike provided the breakdown of what commo icons should be installed at the SAAS-MOD levels.  Please let me know if you have any changes to the chart below.
 
Thanks.
 
Donna
 
 
          CSSCS SDS ILAP DAAS SPBS ULLS WARS 
ASP        X               X       X                X   
ATP                         X                         X   
DAO       X               X                         X   
MMC      X       X      X        X       X                X

SEC-LEE: L6F-A155-366
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)There are some icons that need to be removed form the Commo menu. SEE ATTACHED SCREEN PRINTS.Also the (Application) icon under the SAAS function needs to be removed. SEE ATTACHED SCREEN PRINTS.ICONS:  DAASCom, Generate CSSCS Output, Generate ILAP Output, SPBSin, WARSCom.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks). User may become confused as to the purpose of the icon..        
12. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks). Remove the icons from the manuals.Mike Eyler:  The Icons are standard for Commo.  The DAO database will not be affected if the user in error clicks on one of these icons.

Mike,
 
Everyone seems to be in agreement with the chart below.
 
Donna
 
-----Original Message-----
From: Broadway-Contractor, Donna J 
Sent: Wednesday, June 18, 2003 9:23 AM
To: Foster-Contractor, Marshall D; Gibson-Contractor, Jim; Hilton-Contractor, Eugene; McDonald-Contractor, John
Cc: Eyler, Michael E CECOM SEC-LEE
Subject: Commo Icons


Mike provided the breakdown of what commo icons should be installed at the SAAS-MOD levels.  Please let me know if you have any changes to the chart below.
 
Thanks.
 
Donna
 
 
          CSSCS SDS ILAP DAAS SPBS ULLS WARS 
ASP        X               X       X                X   
ATP                         X                         X   
DAO       X               X                         X   
MMC      X       X      X        X       X                X

SEC-LEE: A155-370
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)The Unit Pack Cube has the decimal in the wrong place (tens instead of thousandths). 
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks). The shipment process to compute cubes uses this field. In the current format shipping documents DD1348 and DD1384 will show incorrect cubes..        
12. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks). Fix fields to display data correctly.Mike Eyler:  The FEDLOG web site description describes this field with a unit pack to the nearest one thousandth of a cubic foot.  Documention agreement with LOGSA reflects a one position assumed decimial.  Data being received on the FEDLOG is correct when compared to the web site, SAAS placement of the decimal is wrong.Need to correct the catalog windows and processing.

SEC-LEE: L6F-A155-379
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.) When processing ULLs input, the program aborted with a COOLGEN error.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  It was determined that the COOLGEN function, “verify”, will not work with data elements in excess of (254) characters if the data element is coming directly from the Oracle table.  I modified the program to use temporary storage in the program and not the Oracle view.  This worked.

SEC-LEE: L6F-A155-388
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)  WHEN THE OPERATOR ATTEMPTS TO ADD A SERIALIZED ITEM TO A CONTAINER, THE PROCESS ABORTS.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  THE USER IS UNABLE TO ADD SERIALIZED ITEMS TO A CONTAINER. 
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).   CHANGE THE PROCESS TO ALLOW SERIALIZED ITEMS TO BE ADDED TO A CONTAINER…

SEC-LEE: L6F-A155-393
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)  Inventory Adjustment Process Aborted when adjusting serial numbers
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  Not able to complete the inventory.
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks). Correct the process so user can do serial number adjustment.

SEC-LEE: L6F-A155-395
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)  When a serial number is changed to 14 positions in the Ammunition Maintenance process the system displays an error – Report Builder  REP-1401: ‘cf_serial_numberformula’: Fatal PL/SQL error occurred.  ORA-06502: PL/SQL: numeric or value error 
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks). Unable to print IAR and the History Table is not updated.
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks). Correct the problem.

SEC-LEE: L6F-F105-003
10.  TITLE OF PROBLEM/CHANGE ASP--Problems Saving an issue doc
11. DESCRIPTION OF PROBLEM/CHANGE: Save an issue doc. -but won't complete the process, ie: print and removal.
12.  AFFECT ON USER: 
13. RECOMMENDED SOLUTION/JUSTIFICATION: [Darla Crowder] The problem is due to having an Original detail line that is unposted while all of the W detail Lines are posted.  This can occur if a W detail line(s) is Posted and saved and then the remaining W detail line (s) are Deleted.  In this instance, the original detail line is left unposted.  When the SAVE button is pressed, read & post any original detail lines that are unposted but have only posted W details.

Darla: Save 3151 Data and Save 3151 Turnin Data - Added a new routine to post any originating detail that is unposted and has only posted W details.

SEC-LEE: L6F-F142-001
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)Problem on the turn in process, user tried to process a turn in and accidentally picked up the residue.19 Apr 99 Notes from Team:User has built a residue turn-in using serviceable NSN/MPN.  System/process will not allow the user to complete the process because there are serviceable NSN/MPNs.  The edit for serviceable vs. residue NSN/MPN should be on the residue process screen when the user enters the NSN/MPN.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks). 19 Apr 99 Notes from Team:Because the user entered an issue document number, the system also would not allow the user to delete the residue document number.  User is unable to delete or complete the document.  Requires DBA to correct the problem by deleting the residue document number.
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks). [Darla Crowder] The edit for serviceable vs. residue NSN/MPN should be on the residue process screen when the user enters the NSN/MPN.
15.  REMARKS (If additional space is needed, use separate sheet of paper).  IMPACT: Darla Crowder – 8 Hrs.
 
Darla: Changed Perform Turn-in Edits to disallow residue items from being added to turn-ins with a SER document suffix.

SEC-LEE: L6F-F147-003
11.  DESCRIPTION OF PROBLEM/CHANGE:  Location Survey does not allow confirming items that are stored in more than one location.
12.  AFFECT ON USER:  Survey can not be correctly completed unless the warehouses are surveyed separately.
13.  RECOMMENDED SOLUTION/JUSTIFICATION: Correct the process to allow surveys to completed correctly.
15.  REMARKS:  Change location survey confirmation processing  to include storage point.  Estimate:  8 hrs

SEC-LEE: L6F-F153-015
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.) As the MMC SAAS-MOD system I run RECONs to validate my system with the information and databases located at the ASPs.  I have two locations identified as Camp Grayling (DODAAC W56D9B) and Fort Custer (DODAAC W56LTC) that are loaded on one SAAS-MOD system as two storage points.  When they run the Recon and send the data to me and I try to run the MMC Recon I get an error on the first screen that says "Suspension Restriction already exits", the second screen gives a Trans Type of REB, Sequence Nbr as 940262, Transaction Line In of MF000000370037BLC-02F121-003  REBKW56D9B330800020B40 R, Group Sequence Number 78, Verbage is CREATING RESTRICTIONS 4.   The combining of both storage points on the system is not allowing for the proper application and recognition of the true rerstrictions to the proper lot number in each storage site and then allowing for the reconciliation process to update the MMC system for transmission to WARS.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  Not able to process reconciliation.
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Correct the process to allow for a complete reconciliation (more than one storage point) to process at the MMC.   Mike Eyler, 17 Nov 03:· A ‘Complete Recon’ is limited to single DODAAC.o Recommended Change.§ Allow the user to recon by selecting one or more DODAACs.§ Recon by DODAAC will include all Ammunition Storage Points (ASP) assigned to a DODAAC.§ Allow for recon by one or more DODICs within a DODAAC [This recon will include all ASPs assigned to the DODAAC].

SEC-LEE: K379-058
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks.) Problem:  In SAAS-MMC a user cannot load exception data into the requisition process.  The system will only allow the user to add notes that are visible only on SAAS-Mod and not transmitted or processed through DAAS to the NICPs.  There is a DIC ‘AOE’ – which is available for requisitions w\ exception data, however, DAAS will not process a requisition with the DIC ‘AOE’ from SAAS-Mod. 
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks). Impact:  Users must follow-up all SAAS requisitions with an e-mail to the appropriate NICP or utilize an on-line requisitioning program such as ‘AEPS’ – Army Electronic Product Support Network http://aeps.ria.army.mil/aepspublic.cfm.  Users are more apt to utilize these other systems to requisition in lieu of SAAS-Mod for ease of use and streamlining the requisition process.
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Recommendation: Replace current requisition process in SAAS-Mod with a web-based requisition process comparable and with the same functionality as AEPS.  This should be made available at every SAAS level (MMC, ASP, and DAO).  Users should be able to get online at every level of SAAS (as appropriate) and requisition, follow-up, and check status on requisitions at the NICPs.

DAAS will accept and process AT4 transactions.  This was confirmed by Deborah Borovitcky (DAASC), daashelp@daas.dla.mil .

DAAS Web Site:  https//daas.dla.mil
Help desk: DSN 986-3247

SEC-LEE: K379-0654
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks.)
Scenario:  During Operation Enduring Freedom it has become critical to effectively track and follow-up on requisitions to the NICPs and ensure an up-to-date status is always available to the logisticians and war fighters.
Problem:  Under Maintain Requisitions in SAAS-Mod a “follow-up” to a previous requisition can be performed, however, SAAS-Mod will only follow up requisitions by National Stock Number (NSN) this will create an “AT1” transaction to DAAS.  OSC has requested this MMC requisition by DODIC (DIC code A04) to eliminate the need to continuously substitute NSNs as ammunition becomes available to meet the current demands of the war.   Once the MMC requisitions by DODIC it cannot process a follow-up to that requisition since the DIC code for an A04 requisition is “AT4”.  The system does not allow the operator a chance to input the DIC code for follow up requisitions it automatically assigns DIC code AT1 which in turn errors out at DAAS and never reaches the NICPs.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks). Impact:  Users cannot utilize SAAS-Mod to follow up requisitions to the NICPs when utilizing the DIC code A04 (requisition by DODIC).  By utilizing the A04 process to requisition by DODIC it gives the item managers at the NICPs the flexibility to determine which stock number to choose as assets become available and eliminates the problem we were getting with NSNs being substituted.  Alternate means to follow up requisitions to item managers by phone or e-mail are time-consuming and circumvents the usefulness of SAAS-Mod
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Solution:  Replace current requisition in SAAS-Mod with a real-time web-based requisition process comparable to AEPS, Army Electronic Product Support Network http://aeps.ria.army.mil/aepspublic.cfm in functionality and process that will give the user the ability to follow up requisitions by all available DIC codes.

SEC-LEE: L6F-M039-003
DESCRIPTION OF PROBLEM/CHANGE: Edit requires a number be enter greater than 100000 as a TAMIS Control Number.
EFFECT ON USER: User not able to enter a Julian for the first nine [9] days of the new year.
RECOMMENDED SOLUTION: Remove the edit.

SEC-LEE: L6F-M039-006
11.  DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks).  We performed the IV. quarterly inventory on Friday 05 Dec 03 without any differences on the count and control sheet.  After the inventories were finally posted the record and available quantities of warehouse 2B went to 0(zero) of all lots except serial number items.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  Loss of accountability. Requires another inventory and IAR to correct the problem.
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Change the process to allow adjusting serial numbers without affecting other records within the warehouse.

SEC-LEE: L6F-M350-004
11.  DESCRIPTION OF PROBLEM/CHANGE: When the operator attempts to select a serialized lot number the process aborts with an application failure. This problem occurred at ASP 8 Weilerbach, Germany.
12.  AFFECT ON USER:  The operator is not able to print labels.
13.  RECOMMENDED SOLUTION/JUSTIFICATION:  Correct the process correctly print 2D bar code lables for serialized items.. 
15.  REMARKS:  The user changed a line on the 3151 screen to a lot number that was under inventory. The system allowed the transaction to be poated and saved.

SEC-LEE: L6F-M350-006
11.  DESCRIPTION OF PROBLEM/CHANGE:  Trying to do ammunition directive and the system won't let them put in condition code N. Error saying condition code must be on reference table. They are having this problem at the 200th MMC.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  The operator is not able to create directives for Condition Code N..
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Correct the process to allow all condition codes to be used on Directives.

SEC-LEE:  L6F-M468-065
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks.)The ASP was conducting an inventory of C995's by warehouse. During the inventory, we noticed that 5 serial numbers were not on record, however, this was due to a posting error on a issue document from the day before. We then tried to post the 5 serial numbers as a gain, which would not post, it gave us the indication that the serial already exists, and I would think this was due to the wrap around turn in document shell, which was waiting for a turn in against the issue.  Because we could not do the gain, we accepted the count as was, closed out the inventory as a completed inventory.   We then went in to the Posting Error process and conducted a posting error on the effected document.  All went well, and the 5 serial numbers were dropped, and the 5 correct serial numbers were picked up.  I reviewed the serial number file, and the ammunitio_lot_ite, and both were correct.  At the end of the day, we transmitted the transaction to the MMC's.  Later that day, the 19th CMMC called and said that the 10 transactions (5 PEM/5 PEP) did not process.They indicated that there was not an NSN relationship on the transaction.  After further review, I looked at my dat file for the days transactions, and the ASP transaction file out, did not list an NSN for these 10 transactions.  I have attached a text file which indicates the serial posting errors prior to ICP 18, after ICP 18 and the 10 mentioned above.  As noted in the text file, the NSN was there on all previous transactions, but not on these 10.
12. AFFECT ON USER (If additional space is needed, use Item 15., Remarks). Creates a problem for the MMC's while processing transactions. Also creates a problem for the ASP, when we do a transaction query on this NSN, these 10 transactions will not appear. MMC Comment:  Even though we were able to edit and resubmit these transaction lines.  The Breakout Map function at SAAS-MMC does not allow us to enter a DODIC.  So now if we query our system for C995 transactions, these ten lines will not show up.  The query must be by NSN, Lot Number, or Serial Number to get visibility of these transactions.
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks). Determine why the NSN was not included in the transactions. 

Mike Eyler.  The missing serial numbers were part of a wrap around.  Penny will change inventory to check and not allow any action in inventory when the serial number is part of a wrap around action awaiting completion.

SEC-LEE: L6F-N231-004
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.) The Lot Number digits have changed from 14 to 10 characters on the DA 444 by SCP-04.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  The Lot Number digits must have a maximun characters 14.  If not we have to type remaining characters.
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Change the digit back to 14 characters.

Mike Eyler:  Field size is 16.

SEC-LEE: L6F-N443-091
11.  DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks).  Getting an error report at the conculsion of Commo. “File header has no orginator DDN Address”.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  DAAS is rejecting all transaction files.
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Correct the process to place the correct data in the DAAS headers.. 
15.  REMARKS (If additional space is needed, use separate sheet of paper).  The Comwatch.exe is not providing the IP address of the orginator.

SEC-LEE: L6F-R204-004
AFFECT ON USER: The user is unable to complete the wrap-around turn in.
RECOMMENDED SOLUTION/JUSTIFICATION: Change the edit on the FY field to allow the user to process the turn in when the FY is less than the previous year.

SEC-LEE: L6F-R204-005
11.  DESCRIPTION OF PROBLEM/CHANGE:  Trying to run a residue turn in document, when user enters a Warehouse ID to store the item he gets a site violation. The item being stored is inert. 
12.  AFFECT ON USER:  The user must use Site Selection to enter the Warehouse ID. This can be cumbersome and time consuming when the Wharehouse ID is known.
13.  RECOMMENDED SOLUTION/JUSTIFICATION:  Correct the process to enable the items to be stored from the process window and from site selection when no violation exists.

SEC-LEE: L6F-R301-010
9. TITLE OF PROBLEM/CHANGE Inventory Problem (Warehouse M30)
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks.)While planning an inventory of Warehouse M30, under Storage Point (FK), all available assets are not displayed for inventory.  The warehouse has 16 records available for selections, however, only 3 lines can be planned.  I went to the Reports process and can see the assets, they are not obligated, therefore, they should be available for selection. I also ran the storage recomp process on this warehouse, items still do not appear for selection.  I have attached my database for review.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  User cannot schedule a quarterly inventory IAW DA Pam 710-2-2.  Assets are not available to select for shipment or issue.
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Recommend the database be corrected.  
14.  DATE (YYMMDD) 03-09-25 NAME AND TITLE OF SUBMITTING AUTHORITY  Carl A. Thomas SIGNATURE  Signed
15.  REMARKS (If additional space is needed, use separate sheet of paper).  The problem is caused by records getting stuck in the inventory_planned_detail table during the inventory.  The quick fix is to provide an SQL to clear the records from the inventory_planned_detail table so the user is able to select the items for an inventory. 

Donna

This table needs to be cleared prior to planning the next inventory.  Change the processing to insure this table is cleared when the user selects plan inventory.

Mike Eyler

SEC-LEE:  L6F-R304-013
11.  DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks).  With the operator processes a requisition and adds it to the system a document number is not assigned.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  Process is not usable. A document number must be assigned to each transaction process.
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Correct the process to properly assign document numbers to requisitions transactions.

SEC-LEE: L6F-S113-002
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)Description:   Issues for Non-Tamis (no entry in Training Event Code, Block 21) does not generate turn-in for residue.Affect on User: Creating substantial additional manual tracking for required residue turn-in.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks). 
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks). 
15.  REMARKS (If additional space is needed, use separate sheet of paper).Mike Eyler: Consolidated with L6F-A155-222.  If the request for issue has a TEC on any line of the issue, the system will compute residue for lines where the Item_Id has a residue relationship.

SEC-LEE: L6F-S142-013
11.  DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks).          While entering inventory counts, confirmed count of 144379 for NSN: 1305001823217. record balance for this lot record was 144400. After confirming the count, the “ACCOUNT CODE LIST” window opens, adjustment process proceeds as nomal until “CONFIRM ADJUSMENT” button becomes active. When confim adjustment is clicked, error window appears. Error message reads: “Ammunition Lot Item Locator Not Found”  
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  Unable to adjust record balance for CIIC U items when discrepancy is < $50.00
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).

SEC-LEE: L6F-S216-003
Description Of Problem/Change:  When processing a request for issue from DAO - Request was received via communications and the ASP issues a different DODIC than requested the requested DODIC is reported to TAMIS as being issued.
Effect On User: Incorrect DODIC being reported as a training issue which affects the TAMIS allocation process.
Recommended Solution/Justification:  Modify the receipt process to report the issued DODIC to TAMIS.

Darla: Modified Save 3151 Data and Save 3151 Turnin Data to build TAMIS entries using the W detail instead of the originating detail.

SEC-LEE: L6F-S627-004
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)The posting error process does not allow a posting error plus to the system if the ammunition lot item no longer exists.  The user receives an informational message "Ammunition Lot Item Locator was not found".  The user is only able to click OK and the posting error cannot be completed. 
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).   The user is unable to process a posting error plus and is forced to do a turn in to bring the item back in.
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).   Fix the system to allow a posting error plus to the system even if the ammunition lot record no longer exist

SEC-LEE: L6F-S810-005
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks.)When there is a discrepancy on a serialized item in two different account codes, the system is unable to make the adjustment correctly.  For example, DODIC C995, Lot Number HJA91D02-016, Condition Code A has a Quantity of 80 in Account Code MLS and 1,065 in Account Code UBW.  The roll up record quantity for Lot Number HJA91D02-016 was 1,145 serial numbers.  The inventory came up with 145 serial numbers short in account code UBW.  After completing the inventory adjustment the Asset Status report showed the available and record quantity of 80 in account code MLS and an available and record quantity of 1,000 in UBW for a total quantity of 1,080.  The total quantity should be 920 (1,065-145) in account code UBW.  The Asset Status Report by Serial Number shows only 920 serial numbers.  Although running Storage Recomp corrects the mismatch, this should not happen.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks). Accountability is lost.
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Fix the Inventory Adjustment process so it adjusts the available and record quantity correctly per account codes for serial numbers.

SEC-LEE: L6F-T401-008
11.  DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks).  When the operator attempts access the container processes and selects the Warehouse ID the system aborts with a fatal view overflow error.  View is limited to 1000.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  The user is unable to continue using the process.
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Change the process to correct the view overflow error.
15.  REMARKS (If additional space is needed, use separate sheet of paper).  Foster: Increase view to 5000 lines.

SEC-LEE: L6F-T401-012
11.  DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks).  When the operator attempts to update the SCL Number after creating and stuffing a container the system will not keep the SCL number assigned. If a container is created with an SCL and the subsequent containers are created without an SCL each subsequent container seems to carry the last SCL assigned.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  The user is not able to add SCL numbers after creating the container. This is cumbersome and time consuming for the user. 
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Change the process to allow the SCL numbers to be created or updated as required. Stop using the last number for subsequent numbers. In the meantime the POC wants a script to add SCL numbers to all containers on the Carter. He will provide a container list and cooresponding SCL numbers.

SEC-LEE: L6F-T401-028
11.  DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks).  Container ship process does not carry forward the lot quantity to the RFID tag data.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  The user is not able to see the the lot quantity. Quantity is not copied to the tag data. 
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Change the process to allow the lot quantity to be copied to the RFID tag data.

SEC-LEE: L6F-A155-392
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)  When you select serial numbers for shipment and do not select all the serial numbers within an ammunition lot the Ammunition Maintenance Process will allow the user to change the Condition Code.  If all the serial numbers are selected within an ammunition lot the Ammunition Maintenance will not allow the user to change the Condition Code.  In this case both shipments were for less than the total lot quantity and user changed the condition code in Ammunition Maintenance after the serial numbers were selected for shipment.  Shipments were then posted, serial numbers shipped without serial numbers (LTS) because the serial number no longer existed in that condition/lot.  Also, no condition code changes were produced.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  Serialize transactions are not generated for the MMC/WARS.  Lost of serial accountability/tracking.
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks). Change Ammunition Maintenance Process to prevent the selection of obligated assests for update.

SEC-LEE: L6F-A155-396
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)Joint Munitions Command (JMC) requested SAAS to add the Bar Code Serial Number to support retrograde operations shipping ammunition back to the Depot. Guidance was provide to meet MIL Std 129P.  
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks). Depot requires the bar code serial number to preclude scanning the same label twice.  
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks). Add the bar code serial number to the template used to print bar code labels from both the workstation/thermal printer and the portable printer.

SEC-LEE: L6F-A155-399
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)Intergration of Munitions Survivability Software 1 (MSS 1) to allow for access to SAAS-MOD Catalog table and the opertional use of MSS1 on the SAAS-MOD hardware.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks). Allows the SAAS-MOD user to design an ammunition storage area based on munitions to be stored and local terrain.
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks). Complete Integration for fielding with SCP05.

SEC-LEE:  L6F-A155-403
11.  DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks).  When an inventory adjustment is made for an item that is non sensitive and under $50.00 and is contained in more than one account code the system will post the inventory count to the first account record without doing the addition/substraction of the quantity to be adjusted.(See attached sheet)
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  Causes accountability loss and requires the operator to perform another inventory to correct the problem.
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Change the process to display a screen to allow the operator to select the account code to adjust.

SEC-LEE: L6F-T401-025
11.  DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15., Remarks).  A container receipt was processed using the manual arrival process in BPS Client. ASP Profile was set for container processing. The receipt transaction was found both in the container receipt process (see attachment 1) and in the SAASMOD receipt process (see attachment 2)  
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  This condition allows to user to post a dual receipt, thus changing the quantity on the lot locator records as available assets increased, as well as recording the same assets as being available in a container held in storage or in a intransit status. This condition was identified in SCP 04 testing and was corrected as the SCP 04 package was being compiled for release.
13.  RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Correct this condition so that if the ASP Profile is set for container processing, the receipt transaction goes only to the container receipt process.

SEC-LEE: L6F-A155-401
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)   Change the dollar value of discrepancies that are not reported on inventory adjustment reports (IAR) from $50.00 to $1,000.00 in extended line item value.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).          Increase the dollar amount of $50 for CIIC 1-6, 8, 9, $, N, P, Q, R, and Y to $1,000.

SEC-LEE: L6F-R113-001
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.)  While doing the daily backup using the Backup Scheduler the system displays an error and does not recongnize “Archive” and a parameter.
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).   The user must manually backup the system.
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).     Correct the process to function properly on W2K

SEC-LEE: L6F-F156-016
11. DESCRIPTION OF PROBLEM/CHANGE (List all attachments and referenced documents) (If additional space is needed, use Item 15. Remarks.) When in the Catalog and trying to delete a NSN an error message is received:TIRM030E:  Application failedTIRM031E:  Failing procedure exit data followsTIRM032E:  Last or current action block id = 0014090350TIRM033E:  Last or current block = DELETE_AMMUNITION_ITEMTIRM034E:  Last or current database statement=0TIRM035E: Current statement being propcessed = 000000016TIRM038E:  Fatal database error encounteredTIRM039E:  DB last status= RETIRM152E:  Data cannot be deleted because a relationship restricts the deletion.TIRM046E:  Processing terminated
12.  AFFECT ON USER (If additional space is needed, use Item 15., Remarks).  I am unable to delete invalid and erroneous NSN from my database.
13. RECOMMENDED SOLUTION/JUSTIFICATION (If additional space is needed, use Item 15., Remarks).  Provide a hotfix to the programming to allow for the deletion of invalid NSNs from the database.
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1.  Scope.

1.1  Identification.  This Software Version Description (SVD) applies to the Standard Army Ammunition System – Modernized (SAAS-MOD) running on non-developmental item (NDI) hardware, and provides the instructions necessary to implement System Change Package (SCP) L6F-05-00. 

1.2  Purpose of the Package.  The primary purpose of this package is to remove Oracle 8.1.6 database software and install Oracle 9i with the latest security patch to version 9.2.0.4.0 on SAAS-MOD Servers.   Taking this action meets IAVA A2003-0015 Multiple Vulnerabilities in Multiple Versions of Oracle Database Server requirements.

1.3  System Requirements.  This system change package has been tested and certified on systems that were a minimum of Pentium III with a rated speed greater than 500MHz.  It should not be installed on systems of less capability.  


2.  Inventory of Materials Released.

One (1) Compact Disk (CD) labeled SAAS-MOD SCP L6F-05-00 Oracle 9i Installation CD.


3. Changes Installed.  


3.1 ECP-S L6F-A155-397.


a. Processes:  Oracle DB Software, ASP Reconciliation, System Backup Scheduler


b. Programs: BACKSCHED.exe, AFRECON.exe and BFRECON.exe


c. Problem:  Oracle version 8.1.6 is no longer supported by Oracle.  Patches for security vulnerabilities are not available.


d. Resolution:  Upgrade to Oracle 9I.  The following modifications are a direct result of upgrading from Oracle 8.1.6 to Oracle 9.2.0.4.0.


(1) Utilities like export, import, etc. are using newer Oracle-supplied executables.


(2) Application programs that are loaded on server i.e., Transaction Processing, Mass Transfer (ASP), Recon (ASP and MMC), DODIC Recon (MMC), Comwatch, Dodic_NSN Change, TAMIS Transactions, etc. are compiled with Oracle 8i precompiler.  They will now connect to an Oracle 9i database.  Oracle 8i client software is installed on the server to enable these programs to connect to the database.


(3) The syntax of "connect internal" is not supported by Oracle from 9i onwards. It is replaced by "connect / as sysdba".  Administrators are reminded that the NT or Windows 2000 user must be a member of ORA_ORCL_DBA group for the connection to be successful. 


(4) Because of the change from "connect internal" to "connect / as sysdba", the housekeeping scripts that run before and after the RECON have changed. They use the new syntax to connect to the database.  AFRECON and BFRECON were modified to accommodate the necessary changes.  


(5) The Scheduled Backup program was modified also due to the change from "connect internal" to "connect / as sysdba".  USERS.SQL is used with the Scheduled Backup program and was modified to correct a privilege-related bug.


(6) Hawaii MMC had 2 additional processes on the server - one to enable big rollback segments and the other to disable big rollback segments.  The users were supposed to enable big rollback segments before running the transaction processing and disable them after the transaction processing.  This was because they were getting a "Snapshot too old" error often.  Since Oracle 9i manages the rollback segments automatically, these processes are no longer needed.  In addition the following files are no longer needed:  big_roll.ora, enable_big_roll.sql, enable_big_roll.bat, disable_big_roll.sql and disable_big_roll.bat. 


(7) Oracle database files in Oracle 8i were located in C:\SAAS\DATABASE\ORCL folder and had a extension .ORA.  Now, with Oracle 9i, they are located in C:\SAAS\DATABASE folder and have an extension .DBF.  RFID will still create its database files under old folder. This does not create any problems in the functioning of Oracle. 

4.  Installation Instructions.


4.1  Installation Effective Date.  This SAAS-MOD Oracle 9i Installation CD must be implemented within 30 days of receipt.  If this date cannot be met, user should notify the Fort Lee Customer Assistance Office (CAO) at commercial (804) 734-1051 or DSN 687-1051.

4.2  Installation Load Instructions.


4.2.1  SAAS-MOD Oracle 9i Pre-Installation Instructions.  Perform the following instructions before beginning installation on the SAAS-MOD Server.

a. Make sure your system is current with SCP L6F-04-00 baseline installed.  The SAAS-MOD Oracle 9i Installation CD will not install unless it is on a SAAS-MOD system.


b. Execute the SPACE MAKER process on your SAAS-MOD server.  This process will backup to tape communication files and Oracle database dump files which are older than the number of days you specify.  Reducing the number of Oracle dump files kept online will facilitate the installation process.  To run this procedure, refer to section 10.5 of the system administrator’s guide.


NOTE:  The following files are archived and prints the ARCHIVEREPORT.TXT report:



IN_HISTORY FILES



OUT_HISTORY FILES



TRANS_HISTORY FILES



WARS OUT_HISTORY FILES



DAAS OUT_HISTORY FILES



DAAS IN_HISTORY FILES



DAAS ERROR_HISTORY FILES



FTP LOG FILES



DATABASE DUMP FILES


c. Complete a full system backup of your C: and D: drives.  This is a precautionary measure and will provide a recovery point should the installation fail.  Steps for creating a full system backup are in section 10.1 of the system administrator’s guide.


4.2.2  SAAS-MOD Oracle 9i Server Installation Instructions.  This Oracle 9i software package will NOT install unless you have the SAAS-MOD application installed and are a member of the Administrator’s group.  It is applicable to SAAS-MOD Servers ONLY and will NOT install on SAAS-MOD Workstations.    


NOTE:  Before upgrading Oracle, the installation script will backup user definitions, passwords of SAASDB and SYSTEM, and export the SAAS and RFID (ASP Servers only, if applicable) databases. After Oracle is upgraded, the script imports SAAS and RFID databases, resets SAASDB and SYSTEM passwords and recreates other Oracle users.


a. Log onto the Server as the Administrator or with a userid that is in the “Local Administrator’s Group” and a member of the ORA_ORCL_DBA group.

b. Do NOT start communications.  If you do, terminate communications by clicking on the Start button and select SAAS Communications.  Then double click the TERMINATE COMMO icon.  You MUST wait for the Comrun.exe task block at the bottom of your screen to disappear BEFORE proceeding to the next step.  Please be patient, this may take a few minutes.

c. Insert the SAAS-MOD Oracle 9i Installation CD into your CD drive.  

d. Double click on My Computer.

e. Right click on the CD ROM drive.

f. Left click on Explore.

g. On the right side of the screen, you will see the file “Oracle Install.exe”. 

NOTE: the .exe will not appear if you have turned off display of file extensions.

h. Double click on Oracle Install.exe.  

i. At the “Do you wish to upgrade the Oracle database software on this system?”  


      Select “Yes.”

j. When prompted, Enter the Password for the SAASDB Account:  ex. maughan1


k. When prompted, Enter the Database Name:  You must enter either MMC, ASP, DAO, or ATP.  (You can only enter one database name.)  The database will be exported to C:\OraUpgrade.dmp.  If RFID is installed (ASP only) then that database will be exported to C:\OraUpgradeRFID.dmp.  


l. Please be patient!  The installation process will continue.


m. When prompted, Insert a clean formatted 3.5” floppy diskette into the floppy drive and Click on OK.  The system will copy the TNSNAMES.ORA file and its proper locations to the floppy diskette for possible future use.  Please be patient as this is a slower process.


n. When prompted that the “Configuration files are ready for Workstations”, Remove the 3.5” floppy diskette from the floppy drive and Click on OK.  This diskette should be labeled and stored for safekeeping and possible future use if reloading a Workstation were to be necessary.  The install process will continue.


o. When prompted, remove the SAAS-MOD Oracle 9i Installation CD from the CD-ROM drive and Click OK to reboot your system.


NOTE:  The installation continues after REBOOTING! 


p. On reboot, log back onto the Server as same member of the Local Administrator’s Group as before.  Installation will automatically continue.  

q. Several windows will appear and flash progress messages.  The system will automatically import the database and if an ASP with RFID installed, the RFID database will also be imported.


r. At “Upgrade Complete.”  Click on OK.  The SAAS-MOD Oracle 9i Installation is now complete.


s. The installation of this SCP will not modify the version number displayed by the SAAS MOD icon.  To verify installation, click on Start|Programs|Saas and you will see Oracle – Ora92.  


4.2.3  SAAS-MOD Oracle 9i Server Reinstallation Instructions.  In rare instances it may become necessary to reinstall the SAAS-MOD Oracle 9i Server software.


a.    Log onto the Server as the Administrator or with a userid that is in the “Local           


      Administrator’s Group” and a member of the ORA_ORCL_DBA group.

t. Do NOT start communications.  If you do, terminate communications by clicking on the Start button and select SAAS Communications.  Then double click the TERMINATE COMMO icon.  You MUST wait for the Comrun.exe task block at the bottom of your screen to disappear BEFORE proceeding to the next step.  Please be patient, this may take a few minutes.

u. Insert the SAAS-MOD Oracle 9i Installation CD into your CD drive.  

v. Double click on My Computer.

w. Right click on the CD ROM drive.

x. Left click on Explore.

y. On the right side of the screen, you will see the file “Oracle Install.exe”. 

NOTE: the .exe will not appear if you have turned off display of file extensions.

z. Double click on Oracle Install.exe.  

aa. At the “Do you wish to upgrade the Oracle database software on this system?”  


      Select “Yes.”


j.    The Oracle Install will detect if this installation is a Reinstall.  The following message appears, “Oracle Upgrade has previously been made.  Do you want to reinstall Oracle Upgrade?”  Select Yes.

ab. The installation process will begin.


ac. When prompted, Insert a clean formatted 3.5” floppy diskette into the floppy drive and Click on OK.  The system will copy the TNSNAMES.ORA file and its proper locations to the floppy diskette for possible future use.  Please be patient as this is a slower process.


ad. When prompted that the “Configuration files are ready for Workstations”, Remove the 3.5” floppy diskette from the floppy drive and Click on OK.  This diskette should be labeled and stored for safekeeping and possible future use if reloading a Workstation were to be necessary.  


ae. Click OK to reboot your system.


af. On reboot, log back onto the Server as same member of the Local Administrator’s Group as before.  

ag. Do NOT start communications.  If you do, terminate communications by clicking on the Start button and select SAAS Communications.  Then double click the TERMINATE COMMO icon.  You MUST wait for the Comrun.exe task block at the bottom of your screen to disappear BEFORE proceeding to the next step.  Please be patient, this may take a few minutes.

ah. Remove the SAAS-MOD Oracle9i Installation CD.


ai. The SYSTEM password is changed with this Reinstallation of Oracle.  The new password is “system”.  Import your most current database using system as the password.  


NOTE:  If the system is an ASP with RFID installed, the most current RFID database will also need to be imported.


aj. With the Reinstallation of Oracle, you must also recreate any Oracle users.  Once the above has been completed, you are ready to begin processing!


5.  SAAS-MOD Library Reference.  Add the SAAS-MOD Oracle 9i Installation CD to your software library along with the diskette created during its installation.  

6.  Point of Contact.  If there are any problems or questions regarding this SAAS-MOD Security release package, please call the Fort Lee CAO at DSN 687-1051 or commercial (804) 734-1051.


                                                                                                                                   (Date)


MEMORANDUM THRU:      DEPARTMENT OF THE ARMY


                                                 SOFTWARE ENGINEERING CENTER - LEE


                                                 ATTN AMSEL-SE-LS-CAO


                                                 3901 A AVENUE, SUITE 150


                                                 FORT LEE, VA  23801-1807


FOR DEPARTMENT OF THE ARMY, SOFTWARE ENGINEERING CENTER LEE, ATTN DIVISION A, STOP L-31, 3901 A AVENUE SUITE 150, FORT LEE, VA  23801-1807


SUBJECT:  Implementation of SAAS-MOD SCP L6F-05-00 Oracle 9i Installation 


1.  Package as indicated was implemented at this installation on:


_____________________________________.


(Day)               (Month)                   (Year)


2.  The following additional information is provided:  


     a.  DPI Code:_____________________(i.e., M137)


     b.  Mailing Address, including nine-digit ZIP Code:


______________________________________________________________________


ATTN:  _______________________________________________________________


______________________________________________________________________


     c.  Email Address:  ___________________________________________________


     d.  AIG Message Address:  ______________________________________________


     e.  Point of Contact (POC) for implementation of this system change package:


          Name:  ___________________________________________________________


          Telephone (DSN):  __________________________________________________


          Telephone (Commercial):  ____________________________________________


                                                      ____________________________________________


                                                                                   (POC Signature)
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